
Protección de apps en la nube, respaldada 
por máxima seguridad de endpoints



Agregue una capa de protección a su correo electrónico en la nube de 

Microsoft 365 y OneDrive. Proteja las computadoras, los equipos portátiles 

y los dispositivos móviles de su empresa con productos de seguridad que se 

administran desde una única consola basada en la nube.La solución incluye 

sandboxing en la nube, que previene las amenazas 0-day, y cifrado de disco 

completo, para una protección de datos optimizada. 

• Protección mejorada contra ransomware y amenazas 0-day a través del 
sandboxing en la nube.

• Ayuda a cumplir con reglamentaciones de protección de datos gracias al 
cifrado de disco completo en Windows y macOS.

• Protección ante interrupciones causadas por ataques provenientes del 
correo y por malware en las apps en la nube de Microsoft 365.

• La consola ESET PROTECT de fácil acceso mejora el TCO de la gestión de 
la seguridad.

• Gestión remota que ofrece visibilidad de amenazas, usuarios y 
elementos en cuarentena desde una única pantalla.

• Las endpoints y los equipos móviles se mantienen seguros con una 
tecnología avanzada de varias capas, que incluye la protección del 
servidor de archivos y ahora también de operaciones bancarias.

PROTECCIÓN MEJORADA CONTRA EL 
RANSOMWARE Y ATAQUES 0-DAY

ESET Dynamic Threat Defense brinda protección proactiva 

contra las amenazas 0-day mediante la ejecución de todas 

las muestras sospechosas enviadas a un entorno aislado de 

sandboxing en la nube, con el fin de evaluar su comportamiento 

utilizando feeds de inteligencia de amenazas, las múltiples 

herramientas internas de ESET para el análisis estático y 

dinámico, y datos de reputación de los archivos.

• Detección basada en la conducta

• Aprendizaje automático

• Detección de amenazas 0-day

• Consola basada en la nube

• Protección para endpoints

• Sandboxing en la nube

• Cifrado de disco completo

• Protección de apps en la nube



PROTECCIÓN DE ENDPOINTS EN  
MÚLTIPLES CAPAS

ESET Endpoint Security brinda múltiples capas de protección 

y es capaz de detectar malware antes, durante y después de su 

ejecución. El machine learning, el análisis de comportamiento 

avanzado, los macrodatos y la experiencia humana, equilibran el 

rendimiento, la detección y los falsos positivos.

• Protéjase del ransomware

• Bloquee los ataques dirigidos

• Evite las vulneraciones de datos

• Detenga los ataques sin archivos

• Detecte las amenazas persistentes avanzadas

PROTECCIÓN PREVENTIVA PARA EL CORREO Y 
ALMACENAMIENTO EN LA NUBE 

ESET Cloud O�ce Security brinda protección preventiva 

avanzada para las aplicaciones de Microsoft 365. Al combinar el 

filtrado de spam, la exploración antimalware y el Anti-Phishing, 

protege las comunicaciones y el almacenamiento en la nube 

de su empresa. Nuestra consola en la nube le proporciona 

información general de los elementos puestos en cuarentena y le 

notifica de inmediato cuando encuentra amenazas.

• Capa adicional de protección para el correo electrónico y el 
almacenamiento en la nube de Microsoft O�ce 365.

• Visibilidad de las detecciones y la cuarentena desde una 
consola a la que se puede acceder en cualquier momento.

• Protección automática de los correos de los nuevos usuarios.

• Notificación inmediata cuando se detecta un malware.

CIFRADO GESTIONADO POR ESET PROTECT

ESET Full Disk Encryption es una función nativa de la consola 

de administración que permite implementar la solución y cifrar 

los datos en las endpoints Windows y Mac. El cifrado de disco 

completo aumenta la seguridad de los datos de su organización y 

lo ayuda a cumplir con las normativas de protección de datos.

• Administre el cifrado en máquinas Windows y macOS

• Cifre discos, particiones o unidades completas del sistema

• Implemente, active y cifre dispositivos con una sola acción

CONSOLA DE GESTIÓN REMOTA BASADA 
EN LA NUBE

ESET PROTECT es una herramienta remota multifuncional 

basada en la nube para la administración de la seguridad de red 

de los productos de seguridad corporativos de ESET en todos los 

sistemas operativos. Permite implementar la seguridad con un 

solo clic y le suministra visibilidad de la red sin necesidad de tener 

hardware adicional, lo que reduce el costo total de propiedad.

• Configuración e implementación en minutos

• No requiere hardware ni software adicional

• Un único punto de gestión de la seguridad de la red

• Acceda en forma segura desde cualquier lugar a través de un 
navegador  Web



Acerca de ESET
Desde hace más de 30 años, desarrollamos 

soluciones de seguridad que ayudan a más de 100 

millones de usuarios en el mundo a disfrutar la 

tecnología de forma segura. 

Al no estar limitados por las exigencias de 

accionistas del mercado, podemos enfocarnos 

exclusivamente en la seguridad de la información, 

mediante investigación y desarrollo constante.

ESET EN NÚMEROS

ALGUNOS DE NUESTROS CLIENTES

ALGUNOS DE NUESTROS PREMIOS MÁS IMPORTANTES

partner de seguridad ISP 

desde 2008 con una base de 

clientes de 2 millones

protegido por ESET desde 

2016, más de 4.000 buzones 

de correo

protegido por ESET desde 

2016, más de 9.000 

endpoints

protegido por ESET desde 

2017, más de 14.000 

endpoints

Obtuvimos el puntaje final más 

alto en el último VBSpam test, 

obteniendo una sobresaliente tasa 

de captura de malware y phishing.

Cumplimos con ISO/IEC 27001:2013, 

un estándar de seguridad de 

reconocimiento internacional para 

la implementación y gestión de la 

Seguridad de la Información.

+110 millones

de usuarios
en el mundo

+200

países y
territorios

13

centros de
investigación
y desarrollo
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Obtuvimos la mención APPROVED 

por la solución para endpoints en la 

prueba de Seguridad corporativa 

2020 llevada a cabo por AV-

Comparatives.

+400 mil

clientes
corporativos


